
N4L’s Cyber Tips
Help keep you & your school as cyber safe as possible

If you’d like to know more about any of these tips or topics, call our Helpdesk team  
on 0800 LEARNING or check out our Support Hub at n4l.co.nz/support 

Ensure digital citizenship is 
embedded in the school to 
promote a safe digital culture.

Make sure you use a reputable 
antivirus software solution & ensure 
your patches remain up to date.

Interested in finding out more about 
your school’s web filtering? Support Hub 
has a range of articles that can help.

Not sure who to contact when there’s a 
cyber security breach or attack? We have 
a handy template to help you develop a 
plan, download from here.

Ensuring your data is managed securely by 
regularly backing up is a good way to protect 
you & your school from cyber attacks.

It’s a good idea to regularly review 
your Firewall rules to ensure they’re 
correctly supporting & protecting your 
school community.

Is your school using Office 365, G Suite or 
N4L’s Email Filtering? Good news, your emails 
are already being filtered to stop threats. If 
you’re unsure or want to know more, give  
us a call on 0800 LEARNING

Want to make sure your Remote Access 
is set up correctly? Check with your ICT 
provider for more info or take a look at our 
Training resources on Support Hub.

With technology evolving & new 
security threats emerging all the 
time, it’s important to review your ICT 
policies & procedures frequently.

Strengthening your login with complex 
passwords & multi-factor authentication 
are simple ways to protect you & your 
school from potential hackers.
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